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Splashtop Autonomous
Endpoint Management

Empower your IT team and secure endpoints
with real-time control, end-to-end visibility
and Al-assisted automation

Streamline IT operations, automate routine tasks, and support users with

high-performance remote access - all from within the Splashtop console.

Key features and benefits

+ Improved Visibility and Control: Gain oversight of all endpoints with
a single dashboard. Track assets, monitor security health, ensure
compliance (ISO/IEC 27001, SOC 2, GDPR, HIPAA, PCI).

+ Endpoint Policies: Enforce tailored security and configuration
policies, including flexible patching rules like pre-approved versions,
update rings, and automated approvals.

¢ Patch Management: Automate updates for operating systems,
third-party and custom apps while ensuring critical patches are
applied promptly on Windows and macOS.

¢ Al-Powered Vulnerability Insights: Quickly identify risks, assess
impact, and prioritize vulnerabilities with CISA KEV and CVE
summaries and recommended remediation actions.

e Proactive Alerts and Remediation: Identify and resolve issues
quickly with configurable alerts and automations via smart actions.

e Scripts and Tasks: Streamline maintenance tasks by scheduling
or instantly executing scripts and actions simultaneously across
multiple endpoints.

 Background Tools: Access diagnostic tools such as task manager,
registry editor, device manager, service manager and remote
command without interrupting the end-user or starting a remote
session.

+ Inventory Reporting: Access detailed reports on system, hardware
and software inventory for improved visibility, auditing and
compliance.

* Endpoint Security Dashboard: Centralize endpoint protection
with real- time threat detection, automated response, antivirus
management for Splashtop AV and others.

¢ Unattended Access and Control: Remotely access Windows, Mac,
Linux, servers and virtual machines from any device.
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Who benefits

Splashtop AEM is ideal for MSP and IT teams
looking to:

Automate endpoint management by
reducing manual work through policy-
based patching, alerting, scripting, and
complete visibility of your environment.
Improve security and compliance
posture with Al-powered CVE insights,
patch SLA enforcement, and streamlined
reporting for audits and cyber insurance.
Complement Microsoft Intune by getting
greater control with real-time patching
for Win and Mac OS and third-party apps,
immediate remediation, scripting, and
complete inventory for all devices.
Replace legacy RMM tools and
consolidate into a single, modern
platform focused on usability,
automation, and cost efficiency.

“Our reliance on Intune for some
endpoint management functionalities is
supplemented by Splashtop, which fills
critical gaps, including better visibility
into and more control over software
updates, and better documentation.

In one platform, we are able to

troubleshoot issues on any remote
devices, proactively monitor systems,
automate software patching, and ensure
compliance.”

IT Manager
pb2 architecture + engineering



Level-up with advanced features

SSO/SAML Integration
Authenticate with Okta, Azure AD, Onelogin, JumpCloud, Workspace
ONE, G Suite, and more for simplified access management.

Security and Access Controls
Strengthen security and compliance with cloud session recording,
granular access permissions, SIEM integration, and IP whitelisting.

Remote Session Controls

Get unattended Android access, redirect USB devices (smart cards,
security keys, stylus tools and more), use your local microphone as
input on your remote computer, experience 4:4:4 color mode with
high-fidelity audio, and more.

Integrations

Connect with ticketing and ITSM platforms for seamless remote
support. Use open APIs to automate workflows and extend IT
operations.

Splashtop AR & Connector

AR enables real-time mobile camera sharing for remote
troubleshooting; Connector provides agent-free access to computers
and servers via RDP, VNC, or SSH without VPN.

Unify further with add-ons

Attended Support via SOS

Support unmanaged and mobile devices with a simple 9-digit code.
Control Windows, Mac, and Android devices, with view-only support
for older Android and iOS.

End-user Remote Work Licenses
Provide end users with high-performance remote access to
computers managed by you, so they can work from anywhere.

Antivirus and EDR (Endpoint Detection and Response)

Protect endpoints with flexible solutions including next-gen Splashtop
antivirus and EDR or 24/7 managed defense from CrowdStrike and
Bitdefender.

Licensing

Get unlimited technicians with endpoint-based pricing and volume
discounts that scale as your needs grow. Add on SOS capabilities
by concurrent sessions nheeded, and hamed end-user licenses for
remote work.

Visit splashtop.com/products/autonomous-endpoint-management
to learn more, try for free, and purchase.

“Splashtop is the best tool in my
belt. | used it for remote control,
end-user support, patching all my
apps, and inventory management.
You guys are the most cost-
effective and simple solution with
the best customer support.”

Cameron Montgomery, Owner
C.M. Computers Northwest LLC

Why choose Splashtop?

Unified IT Management
Combine remote access
and support with endpoint
management and endpoint
security to keep devices
updated, protected, and
compliant across hybrid and
remote environments.

Cost Effective & Scalable
Lower operational costs with
competitive pricing while
scaling across hybrid teams,
remote environments, and
large multi-OS device fleets.

Unmatched Customer
Service

Get 24/5 expert support
via phone, chat, or email.
Resolve issues quickly and
rely on proactive guidance
to keep your organization
resilient and productive.
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